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LETTER OF TRANSMITTAL 
Cardinal Tracking, Inc. is pleased to present this response to the City of Hollywood’s request for proposal 

for a parking citation & permit database system.  

 

With over 30 years of experience in the parking industry, Cardinal Tracking is confident that our solution 

meets the needs addressed by the City of Hollywood and can continue a relationship for many years to 

come with our additional products, services, and excellent support of our fully integrated hardware and 

software systems.  

 

After evaluation, the Two Technologies N5Scan handheld device was selected by Cardinal to meet City’s 

needs. The N5Scan is an unprecedented all-in-one AndroidTM device and part of the “N-Class” series of 

rugged handheld devices designed specifically for demanding environments.  

 

Additionally, our proposal includes:  

 Our complete TickeTrak software solution hosted in the cloud for the City of Hollywood. TickeTrak 

Complete is designed for customers needing comprehensive parking solutions including: 

o Citation Management 

o Permit Issuance and Management 

o Owner Management 

o Appeal/Court Management 

o Holds/Billing/Statements/Notices 

o Online customer portals for citation payment, citation appeal, and permit registration. 

 Accessories and pricing for the Two Technologies N5Scan enforcement hardware 

 Integration with pay-by-phone and meter partners 

 Banner real-time integration for demographics and payment information 

 Data conversion 

 Ad-hoc report writer for free-form reporting and export to Microsoft Excel. 

 An optional Genetec LPR solution with integration to Cardinal’s enforcement. 

 Training and installation pricing 

 Warranty and technical support information and pricing  

 Cloud hosting (powered by Rackspace) for reliable systems with minimal IT engagement. 

Please do not hesitate to contact myself or Peter Tillman (800-285-3833 x 135 or 

ptillman@cardinaltracking.com) should you have any questions, need additional information or to 

schedule a meeting. I invite you and your evaluation team to visit our office in Lewisville where you can 

meet our management staff, developers and customer support specialists. 

 

Sincerely,  

 

 

President, CEO 

Cardinal Tracking, Inc.  

800-285-3833 

sleuschner@cardinaltracking.com 

www.cardinaltracking.com 
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PROFILE OF PROPOSER 

ABOUT US 

 

Established in 1982, Cardinal Tracking is a privately held technology company of 36 employees 

located 20 miles north of Dallas in Lewisville, Texas.  Since its inception, Cardinal has focused on 

providing complete business solutions through integrated mobile hardware technology. 

 

Cardinal’s TickeTrakTM Parking Management software revolutionized the parking industry by creating 

the first touch-screen handheld based citation issuance system.  The solution equips officers with 

mobile devices for accurate and consistent data entry and provides the means to seamlessly 

transfer data into a robust back office parking management system.  Once transferred, the data may 

then be used in integrated point-of-sale, permit registration, appeal processing and billing functions. 

 

Over 400 customers across the nation later, Cardinal continues to develop and enhance this solution 

by offering the latest rugged mobile handheld devices with a variety of scanning, imaging and photo 

capture solutions. 

 

Internet-based citation payment systems, appeals processing, and online permit registration 

eliminate long lines at the pay counter and support for the latest Microsoft Windows operating 

systems ensure compatibility across the enterprise.   

 

Cardinal’s multi-tiered support system moves customer issues from initial analysis, to advanced 

support and finally to development staff if required.  Cardinal’s development team is dividing into 

two functions – maintenance development and new product development.   Maintenance 

developers are dedicated to resolving daily issues, bug fixes, and scheduled upgrades to existing 

products.  New product developers are focused on creating new products, content and functions to 

Cardinal’s existing line.  Both development teams follow internal quality guidelines and utilize the 

same tools and techniques to ease transition of code from new product development to 

maintenance. 

 

Cardinal Tracking’s 30+ years of experience combined with quality personnel, leading edge mobile 

hardware, an unequalled support infrastructure, and forward thinking design and development 

guarantee that our clients receive the industry’s best solution.   

 

Cardinal Tracking has not been involved in any litigation in the last five (5) years and there is no 

pending litigation involving Cardinal Tracking.  
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OUR MARKET & REFERENCES 

 

Cardinal Tracking, Inc. has a long-standing history and experience in providing our solutions to the 

municipality market. Cardinal Tracking was the first company to introduce handheld technology for 

automated parking enforcement to a local university. Since 1985, colleges, universities and cities 

have relied on us for public safety and parking management solutions. 

 

City of Butte Silver Bow – Client since 2014 and uses Casio IT-9000 units with our complete 

TickeTrak and TickeTrak Mobile solutions. Their population is around 34,000.  

 Contact: Butch Harrington, (406) 497-6273 bharrington@bsb.mt.gov 

 

City of Dearborn – Client since 2015 and currently uses the Casio IT-9000 with our base TickeTrak 

and TickeTrak Mobile solutions. Their population is currently around 95,000.  

 Contact: Mike Nelson (Corporal), (313) 943-2294 mnelson@ci.dearborn.mi.us 

 

City of Dover Police Department – Client since 1994 and uses 3 Casio IT-9000 unites with TickeTrak 

Complete. Their population is around 30,000.   

 Contact: Bill Simons (Parking Manager), (603) 516-2277 w.simons@dover.nh.gov 

 

 

 

“Cardinal specifically has been very supportive over the years [...]. Their help center is second to 

none when you call in.” - Bill Simons, Parking Manager - Dover, New Hampshire, 2015 
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SUMMARY OF PROPOSER’S QUALIFICATIONS 
 

Cardinal Tracking is a privately held company and will be the sole contractor for this project. Our diverse 

customer support and programming staff are dedicated and highly qualified individuals that will fully 

support the parking management needs of the City of Hollywood. Our strength as a team comes from our 

long-standing tenure with many of our employees, which average over 8 years of experience with 

Cardinal.  

 

Principal Officers:  

 Helmar Nielsen, Owner of Cardinal Tracking, Inc.  

 Steve Leuschner, President of Cardinal Tracking, Inc.  

Experience of Project Team: 

 

A variety of personnel from Cardinal Tracking will be involved in the different aspects of the entire system 

installation, training and implementation process. The following is identification of the personnel who will 

participate most extensively on the proposed project, with a brief description of their area of 

responsibility. 

 

Cardinal requests the client to assign a Project Manager from their own team who will be the primary 

point of contact between Cardinal and the City of Hollywood. We'll also need access to IT resources in the 

areas of database, network, website, and others appropriate to specific interfaces which are required. 

 

Peter Tillman (ptillman@cardinaltracking.com) – Regional Sales Manager – Regional account 

manager with over 10 years of experience in Public Safety solutions. 

 

Jeremy Moon (jmoon@cardinaltracking.com)– Client Support/Development Manager – Responsible 

for the management of installations and post-implementation support services. Mr. Moon has been with 

Cardinal Tracking for seventeen years and has been a manager for eight of those years. 

 

Kathy Davis (kdavis@cardinaltracking.com) – Project Manager – Parking Solutions – In combination 

with Jeremy, Kathy will be another point of contact for the duration of project implementation for the City 

of Hollywood. Ms. Davis has been with Cardinal Tracking for over 18 years specializing in our TickeTrak 

product.  

 

Mark Spencer (support@cardinaltracking.com) - Training/Installation & Support Specialist – One 

member of our training team which could be responsible for the installation and implementation of our 

TickeTrak software once Cardinal Tracking has receipt of purchase. Mr. Spencer has one of the longest 

tenures with Cardinal Tracking and just recently celebrated working with our parking management 

software for twenty years.  

 

Steve Hayes (support@cardinaltracking.com) - Client Services Representative - One member of our 

training team which could be responsible for the installation and implementation of our TickeTrak 

software once Cardinal Tracking has receipt of purchase.  Mr. Hayes has over eleven years’ experience 

installing, training and support services of Cardinal Tracking products.  
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PROJECT UNDERSTANDING, PROPOSED APPROACH AND 

METHODOLOGY 
 

Cardinal is prepared to deliver a solution meeting the requirements by the City of Hollywood. This 

solution will include a robust hosted records management application which can be utilized to 

manage all aspects of parking enforcement. This includes the ability to issue tickets in the field and 

all backend processing of that data for the purpose of collections. Also included is the ability to 

manage permitting from the point the customer requests the permit to the point the permit expires. 

Cardinal is also prepared to deliver the requested LPR functionality by utilizing our existing interface 

with Genetec's LPR system. Cardinal is also prepared to deliver the requested Parkmobile interface 

by providing our existing interface to enable the sharing of paid parking between the Parkmobile 

meters and our handheld enforcement devices. 

 

The implementation of this solution will include various personnel from the Cardinal team. The 

single point of contact for this project will be the Project Manager, and they'll coordinate all 

communication on our side. Also involved will be various technical resources ranging from 

installation and training technicians to development resources as needed. Attached to this RFP 

response is a project timeline listing various item about your request. Once awarded the bid, 

Cardinal's Project Manager will initiate with a kickoff meeting involving the City of Hollywood team 

and the Cardinal team. During this meeting, the Project Manager will introduce the Cardinal team 

members who have been assigned to the project and begin to gather any additional data needed to 

begin the project. 

 

Cardinal Tracking continues to maintain industry leadership status through our commitment to 

providing our customers with a full parking management system which integrates with a variety of 

vendors to offer our clients a complete solution.  We have built an organization dedicated to 

providing quality support and providing our clients the latest advances in technology including 

integrations with a variety of partners to offer the City of Hollywood a complete solution should 

other parking management needs come up in the future. Should the City of Hollywood select 

Cardinal’s TickeTrak as its solution, you may rest assured that you will work with the company which 

has the most experience in developing, training and supporting automated citation issuance 

systems. 

 

Cardinal Tracking Inc. complies with all system requirements and services listed in the RFP.  

 

Please view the following pages for a full description of the requirements set forth by the City of 

Hollywood. 
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Technical Requirements

City of Hollywood Requirements Cardinal Tracking's Response

2.1.1

Provision, operation and maintenance of a Windows based 

automated ticket management and permit processing system 

delivered to existing City desktop PC’s via the Internet. The 

City’s preference is for a system hosted by the Vendor. If 

additional PC’s are needed to support the system, other than 

those currently in use by City staff, those shall be provided as 

part of the proposal. We're proposing a solution which can be hosted by Cardinal.

2.1.2

All hardware, software and related equipment/services shall 

be compatible with the City’s existing network infrastructure 

for complete ticket processing/management activity. The City’s 

Information Technology Standards are shown in Section 6. As 

technology advances are made or if the City’s IT infrastructure 

is upgraded, the vendor must be able to modify their services 

to comply with the latest technology. The cost for those 

modifications can be negotiated at a then current rate 

approved by the City. Comply

2.1.3

The Vendor shall note any photo and citation record storage 

limitations. Vendor’s Cost Proposal should note additional 

costs if storage needs to be increased to meet the City’s 

requirements.

Data storage is limited to the storage capacity of the handheld 

unit selected by the client. 1TB of data storage is provided for 

the backend database and application. If data needs exceed 

this level, pricing will be provided at the the then current rate 

for additional storage.

2.1.4

Conversion of existing data to the new ticket management 

and permit processing system.

Pricing provided for data conversion needs. Data will need to 

be provided in a standard formats such as SQL Server or CSV.

2.1.5

All necessary interaction with the Florida Department of 

Highway Safety and Motor Vehicles (DMV) (vehicle registration 

information and registration holds), municipal court (hearings 

and decisions), registered owner information retrieval from 

nationwide (United States & Canadian Bureau of Motor 

Vehicles interfaces) Department of Motor Vehicles and all 

other agencies (vehicle rental car/leasing agencies) necessary 

to complete the intent of this RFP.

TickeTrak has an optional interface to the Florida DMV for 

owner inquiry and holds/release processes. Cardinal also 

offers a nationwide DMV lookup service for out of state owner 

inquiry.

SECTION 2: SCOPE OF WORK
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Technical Requirements

2.1.6

Provision of an automated customer service toll free number 

that can use Interactive Voice Response (IVR) technology for 

payments after-hours, weekends and holidays including a 

dedicated extension to leave a voice mail or call back number 

that would be retrieved by City staff.

Cardinal does not currently offer this service to our parking 

customers, but we do offer it to our municipal court 

customers for citation payments.  If this is required, we will 

engage with our IVR vendor, but depending on time frames 

this may not be available at go-live.

2.1.7

Procurement of all paper goods as they relate to the operation 

(i.e., electronic ticket stock, return payment envelopes, etc.). Pricing provided for ticket design and ordering.

2.1.8

Data acquisition and mail address error correction, document 

storage, IVR payment processing, web payment processing, 

report generation and distribution, audit and control 

processes, quality assurance and telephone processing.

2.1.9

The vendor shall provide procedures for regular back up of all 

City data files.

Cardinal provides managed cloud backups as part of our 

hosting solution.  Full database and image backups are 

performed twice daily with a 60 day retention.

2.1.10

The vendor shall provide a Disaster Recovery Plan should a 

disaster occur (e.g. fire, flood, hurricane, hardware/software 

or communication failure, etc.). The plan will encompass all 

components of the system including parking tickets and 

reports. The City shall be assured that all aspects of the plan 

are performed in a timely manner. The City of Hollywood shall 

have a complete and uninterrupted flow of services at all 

times.

Please see attachment: 

Attachment3CardinalTrackingDisasterRecoveryPlan.

Handheld System Requirements 

2.2.1

The handheld equipment used to issue parking citations shall 

use an online real-time processing system utilizing the 

following technologies:

Cardinal's TickeTrak Mobile for Android combined with the 

N5Scan hardware from Two Technologies is capable of real-

time and batch communications.  It is the customers 

responsiblility to provide a viable network (wifi/cellular) for 

communications.

a Physical/Environmental Characteristics Proposed unit is:

i

The unit shall be capable of being used and stored without 

damage in extreme heat and humidity. Rated 5-95% non condensating. 
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Technical Requirements

ii

Hand-held device shall be lightweight (including batteries) to 

avoid user fatigue. It shall be possible for the average person 

to hold the unit easily in one hand for extended periods of 

time. 26.7 oz with full paper roll.

iii

The hand-held device shall be waterproof and dustproof. 

Vendor should note the IP rating of any device in their 

proposal. IP65 MIL-STD 810G

iv

Vendor’s proposal should note the communications protocol 

used for real-time processing. Real-time communication is 

critical between the handheld device, the pay-by-phone 

system and the pay-by-plate meter equipment. 

Real-time access can be accomplished using either cellular (3G 

network is HSDPA, 4G network is LTE) or wifi communication.

v

Vendor’s proposal should note the end-of-shift 

communications and charging protocols and equipment 

required.

Cardinal recommends using the optional cradle (single or 4 

dock options) for charging the device at end of shift. The 

device also has an option for a car charger if needed.

b Processor & Memory

i

The hand-held device at a minimum shall have sufficient 

memory to operate at least three (3) days without 

downloading data to the system. Vendor’s proposal should 

describe the processor offered.

Internal 16GB storage capability plus a micro SD slot capable 

of holding up to 128GB.

ii Unit shall have the ability to be upgradeable. Firmware is upgradable.

iii The system processor shall function with sufficient MHz. CPU: Quad Core 2.3GHz

c Operating System

i

Standard operating system such as WINDOWS, Win CE, 

Windows Mobile or other acceptable mobile operating system. Cardinal is proposing a unit running Android (5.0 or later). 

d Keyboard/Screen

i

Proposed machines will be evaluated for interface quality. 

While it is not possible at present to define quantitative 

specifications for these characteristics, they are of substantial 

importance to the usability of the product. In particular, the 

interface shall encourage efficient navigation within the 

citation process.

Cardinal's TickeTrak Mobile application has been designed 

with the enforcement officer in mind. We've reduced the 

number of keystrokes to a minimum and included as much 

information on each screen as possible to reduce the amount 

of time an officer spends issuing a citation.

ii Interface shall offer tactile and/or audible feedback.

Android operating system allows for audible feedback on the 

keyboard.
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Technical Requirements

iii

The display screen shall be shock-resistant and support a 

backlit display. Displays should provide crisp characters that 

are easy to read. Display should not reflect glare from 

overhead lighting or other light sources. The display shall be 

non-fatiguing so that it can be used for an extended period of  

time without eye discomfort to the operator. 

Display is a 5.7" diagonal, super AMOLED. 1080X1920. 

Contrast ratio is nominal 3.997;1 (sunlight)

e Printer

i

Unit shall permit the use of an integrated printer that 

physically is part of a one piece device. The printer on the proposed device is integrated with the unit.

ii

The printer shall be fully compatible with the hand-held device 

and the parking enforcement software.

The printer on the proposed device is integrated with the unit 

and fully functional with the handheld software.

iii

The unit shall be capable of being stored without damage in 

extreme heat and humidity. Printer is rated IP65 MIL-STD 810G

iv

The print head, connectors, and electronics shall be sealed to 

protect against moisture. Complies

v

The printer shall be unaffected by humidity. Printer shall be 

capable of printing in the rain. Complies

vi

The field printer shall be capable of printing an official looking 

form. Complies

vii

The printer shall be capable of printing enlarged, emphasized, 

and condensed characters and programmable graphics 

including signatures. Complies

viiii

The printer shall be able to print machine-readable bar codes 

and other characters, such as OCR, on the ticket. Complies

ix

The print layout shall be adjustable for changes in the ticket 

design. Complies

x

The print speed shall be such that a ticket can be printed in 20 

seconds or less. Complies

xi

The information printed onto the form shall remain legible 

and not smear when the form becomes wet. Complies

f Additional equpiment
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Technical Requirements

i 

Digital imaging: Provision of at least a five (5) megapixel or 

higher quality camera with flash capability that can provide up 

to four (4) images per citation. The preference is for real-time 

transmission of images. Citation data shall be transmitted to 

the server in real time. However, consideration will be given to 

images being downloaded from the handheld equipment at 

the end of each shift as part of a charging/data transmission 

scenario. All images shall be date and time stamped by the 

handheld without interaction by the user. Image quality as 

finally received by the system will be judged as part of RFP 

evaluation criteria.

Complies - Images are transmitted in real-time along with the 

ticket data. Priority is on the transferring of the tickets and 

images will transfer when bandwith allows.

ii

GPS: Each handheld shall have built-in GPS so user locations 

can be tracked, routes can be displayed over a number of 

hours and “stop” and/or “gap” reports can be created. If 

possible, the GPS system should also notify the officer if they 

are trying to write a ticket on an incorrect location. Example: 

the officer is writing a ticket on 2nd Street but enters 2nd 

Avenue on the ticket. The location is far enough from the GPS 

location of the handheld that the unit notifies the user and 

asks for verification.

Unit being proposed does include GPS capability. All tickets 

issued will be recorded with the GPS location data for where 

the unit was at the time of the ticket. Functionality for showing 

of routes and other features are not currently part of this 

proposal but are being considered for future addition to our 

application.

2.2.2

a

Notifications: The handheld should be able to notify the user 

of various issues that can arise in the field, e.g. vehicle is boot-

eligible, stolen, has expired registration, etc. These 

notifications should be definable by the user. Complies

b

Reporting issues in the field: The handheld shall be able to be 

used for real time reporting of malfunctioning or missing 

parking equipment, e.g. signs or meters. Reports shall be able 

to be directed to specific email addresses so repair staff can 

be dispatched quickly to repair equipment. Does not comply

c

Repetition of Data: The handheld software will allow certain 

user-defined fields to be loaded with information from the 

previous citation. Complies

The handheld equipment used to issue parking citations shall be able to provide the following processes:
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Technical Requirements

d

Comments: The handheld print file shall be adaptable so the 

user may be able to enter up to three (3) lines of printable 

comments per citation. Any additional line of comments can 

be added but not printed on the citation. This additional line 

can be used as “private” comments by the issuing officer. The 

Comment file for the handheld should be definable by the City 

so specific comments can be found by typing only a few keys. 

Example: NPD would equal “No Permit Displayed”, SP would 

equal “Signs Posted”, etc. All shortcuts and long form 

comments would be definable by the City. Timed violations 

require the original time the vehicle was “chalked” and that 

information should show up separately on the printed ticket.

Complies - TickeTrak Mobile allows up to 4 comments per 

ticket which can be public or private as well as predefined or 

manual entry.

e

i

All violations require at least one comment in the Comment 

field.

Application does not force the enforcement officer to select 

any certain number of comments per ticket.

ii

Timed violations require the original time the vehicle was 

“chalked” if the original timing was not performed using the 

handheld device Does not comply

iii 

Permit parking violations require the user to verify the citation 

issuance if a valid permit is noted and that verification shall be 

recorded

Permit data is displayed for the officer to verify the 

information before issuing the ticket.

iv

Handicap parking violations require at least two images. Fire 

hydrant, crosswalk and double parking violations require at 

least one image. The handheld should require the necessary 

number of images for violations that require them as 

evidence.

Application does not force the enforcement officer to capture 

any certain number of images per ticket.

f Timing: 

Examples:
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Technical Requirements

i

The handheld should allow the user to enter data relevant to 

the location of a specific vehicle for the purpose of timed 

enforcement. Example: The vehicle is parked at 167 Lancaster 

Street at 8:35 A.M. and the driver side front tire valve stem is 

located at 1:00 on an analog clock face. The handheld should 

allow the user to input the street and stay on that street until 

otherwise noted. The address for each entry shall be entered 

by the user. After the first use of an address, it shall be verified 

before it is used again so the same address is not entered 

multiple times unless that is noted as correct by the user. 

Time entry should be performed by the handheld. If the 

vehicle is found to have a valid permit, the handheld should 

notify the user immediately at that time so no further action is 

taken if needed. The valve stem location shall be noted by the 

user. The handheld shall inquire if the data is to be saved and 

a response required. Prior to the next entry, the handheld 

should use the same street and address but require 

verification of both street and address.

Complies with the exception of having the officer reverify the 

location between vehicle entry.

ii

If proposing a LPR system as part of the proposal, the Vendor 

should discuss how data used for electronic tire chalking will 

be communicated between the LPR systems.

If an LPR system is utilized, the timed parking functionality will 

be handled completely by the LPR system. When violators (or 

scofflaws) are identified, our handheld device will be used to 

issue the ticket.

Parking Citation Processing Requirements

2.3.1

a

All necessary interaction with the Florida Department of 

Highway Safety and Motor Vehicles (DMV) (vehicle registration 

information and registration holds), municipal court (hearings 

and decisions), registered owner information retrieval from 

nationwide (United States & Canadian Bureau of Motor 

Vehicles interfaces) Department of Motor Vehicles and all 

other agencies (vehicle rental car/leasing agencies) necessary 

for citation processing.

Optional interface is availalable for nationwide owner inquiries 

for the majority of states. We don't currently have an interface 

for inquiring on Canadian vehicles. Interfaces to any other 

agencies necessary can be quoted as a custom interface.

The parking citation processing system shall include, but not be limited to, the following:
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Technical Requirements

i

The system will regularly generate an exception report of 

license plates that do not have registered owner information. 

This report will be sent electronically in an Excel format so the 

data can be manipulated by various departments to analyze 

why no data is found. Does not comply

b

Provision of an automated customer service toll free number 

that can use Interactive Voice Response (IVR) technology for 

calls received after-hours, weekends and holidays including a 

dedicated extension to leave a voice mail or call back number 

that would be retrieved by City staff. Does not comply

c

Data acquisition and mail address error correction, document 

storage, IVR payment processing, web payment processing, 

report generation and distribution, audit and control 

processes, quality assurance and telephone processing 

necessary for citation processing.

d

The system shall support an online appeals process where 

parkers can file the necessary documents and any additional 

evidence, notes or photos for their appeal. The information 

shall be scanned for viruses and malware before being 

allowed to be accessed by City staff. Once scanned, the 

documents can be forwarded to the Office of Parking 

Customer Service Unit (CSU) for action. The appeals process 

will allow CSU staff to set denied appeals for court. Complies

e

The system shall provide a method that allows scheduling and 

tracking for the appeals or City Court processes. CSU staff 

shall be able to access a listing of all open or closed appeals or 

hearings requests showing the current status of each request. 

The system shall provide processes or documents so CSU staff 

will be able to schedule hearings if needed. The system shall 

have the ability to update the pay status of any citation where 

a court decision is entered that would affect the status of any 

citation involved. Complies

Payment Processing System Requirements

2.4.1 The payment processing system for parking citations and parking permits shall include, but not be limited to, the following:
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Technical Requirements

a Payments shall be recorded and updated in real time. Complies

b

Vendor systems shall be compliant with all current PCI-DSS 

requirements.

TickeTrak complies with PCI standards via its approved 

ecommerce providers. See attachment for a list of approved 

ecommerce providers.

c

i Cash drawers as needed: See pricing for requested hardware.

ii

Bar code scanners as needed to scan bar codes from citations 

issued from handheld equipment and from handwritten 

citations issued by HPD officers. A sample citation is included 

in Appendix “A”. See pricing for requested hardware.

iii

Imaging scanners to add images or received documents to the 

system for tracking complaints, appeals, court hearings, NSF 

checks, etc. See pricing for requested hardware.

d Reporting capabilities to provide the following:

i

Citation payments and cash drawer reconciliation on a daily 

basis; Complies

ii Payments received by mail, phone and Internet; Complies

iii Partial payments received and processed: Complies

iv NSF payments returned and actions taken; Complies

v Credit chargebacks and actions taken; Complies

vi Bank deposits; Complies

vii Citations forwarded to collections; Complies

viii

Payments directly related to booting, DMV hold or other 

actions Complies

ix Lockbox processing; Complies

x Reconciliation of Florida/City of Hollywood surcharges Complies

2.4.2

The vendor shall provide examples/samples of all standard and electronic online reports in their proposal, including, but not 

limited to :

Vendor shall provide all necessary equipment and/or software as agreed to by the City to support processing of payments, 

such as:
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Technical Requirements

a

A full complement of monthly and annual management 

reports for the City. The annual report is to be reported in a 

fiscal year format beginning with October 1st as the start of 

the fiscal year; Complies - See report samples attached.

b Report of revenue collected for month; Complies - See report samples attached.

c

Report of citations issued for month with violation code and 

fine, plus penalty amounts added to delinquent citations 

during the reporting month; Complies - See report samples attached.

d

Monthly status reports on all parking violations processed; 

including up to date collection percentage rate; Complies - See report samples attached.

e

Monthly payment report identifying collection results by 

month, to also include delinquent notices and DMV holds; Complies - See report samples attached.

f Monthly status report of open and closed parking violations; Complies - See report samples attached.

g

Aged Accounts Receivable Report with status of any collection 

activity if applicable; Complies - See report samples attached.

h Any additional reports as described in Sections 2 or 3.

i Monthly Summary Management Report showing: Complies - See report samples attached.

i Monthly and year-to-date number of citations issued; Complies - See report samples attached.

ii

Monthly and year-to-date number of payments and revenue 

received, including current collection rate; Complies - See report samples attached.

iii

Comparison of citation issuance and revenues year-over-year 

for same month over previous two years; Complies - See report samples attached.

iv

Number of voids/adjustments for the current month and year-

to-date, summarized by void/adjustment type; Complies - See report samples attached.

v

Number of appeals received for the current month and year-

to-date; Complies - See report samples attached.

vi

Monthly and year-to-date appeal dismissals and court 

decisions suspensions, summarized by decision where 

possible. Complies - See report samples attached.
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j

Ad-Hoc Reporting Requirements: The system shall possess a 

user-friendly report writer feature to allow the City to query 

and generate ad hoc reports online. Vendor shall provide on-

line query and ad-hoc reporting access. The online query or ad-

hoc reporting tool shall directly access data in the master 

database to provide accurate real-time information. The 

proposal should explain how reports are generated, if the 

report data can be exported to Excel or other programs, how 

the City can generate specific reports based on business 

needs and a list of other types of reports available. Complies - See report samples attached.

Parking Permit Processing System Requirements

2.5.1

a

Issuance and payments shall be recorded and updated in real 

time. Complies

b

Full integration with the ticket processing module, enabling 

the resolution of parking citations issued incorrectly to permit 

holders or the withholding of permit sales due to outstanding 

parking tickets Complies

c

Financial controls for the tracking and reconciliation of fees 

collected Complies

d Ability to inquire online using a variety of search parameters Complies

e

Ability to generate notices for use in renewal or informational 

mailings Complies

f

Integration with the ticket processing system cashiering 

module, allowing outstanding balances for parking tickets and 

new permit sales to take place in one transaction Complies

g

Configurable to match existing permit data entry flow, for easy 

transition Does not comply

h

Ability to utilize assign/allocate multiple permits to a single 

address Complies

i

Ability to assign multiple vehicles to a single permit (carpools, 

multi-vehicle families) Complies

j

Allows permit types to be defined with flat-rate, prorated or 

tiered fee schedules. Complies - Flat rate or prorated.

The processing system for parking permits shall include, but not be limited to, the following:
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k

Allows a review and approval process for pending applications 

for permits Complies

Additional Functions/Capabilities

2.6.1

a Parking Citation Processing

i

The City will give strong preference to an account-based 

system. The ability to connect multiple license plates owing for 

parking citations, permits and other municipal obligations is 

significant to the City. The vendor should explain how the 

system works in their program, if the account number is 

assignable (can a number be used from another program, i.e. 

MUNIS) and the process for combining multiple accounts 

when duplicate accounts are found in the system.

TickeTrak is an account based system allowing for the easy 

linking of all tickets/permits/vehicles back to the responsible 

person. An Account ID is automatically assigned by the system 

but there are several unique identifying fields such as DL#, 

Alternate ID, and Local ID which can be used to link to unique 

ID's from other systems. If duplicate accounts are created, 

TickeTrak comes with utilities to merge the data from these 

multiple accounts into a single account.

b Handheld System Requirements

i

Notifications: Preference shall be given to any vendor that can 

provide some assignable notifications go directly to the 

supervisor without notification to the user. Example: Vehicle is 

stolen, previous complaint by owner, permit abuser, etc. Does not comply

ii

One-button audio recording: It is preferred the handheld unit 

has a recording feature accessed by pressing a single button. Does not comply

iii

Hot-swap batteries: The preferred handheld (and printer, if 

provided separately) shall have hot-swap batteries so units 

that have data needed over multiple shifts, i.e. timed parking 

information, can be used by the following shift without the 

loss of data crucial to enforcement. If hot-swap batteries are 

unavailable, the vendor shall describe any process used to 

lengthen the hours of use of any particular handheld device. Complies

iv

Timing: It is preferred all data used for electronic tire chalking 

be communicated to all powered devices in the field so the 

data is usable by all enforcement staff over multiple shifts. Complies

v

Digital imaging: The preference is for real-time transmission of 

images. Image quality as finally received by the system will be 

judged as part of RFP evaluation criteria. Complies - Real-time transfer of images.

pricing for these additional functions and capabilities should only be provided in the Cost Proposal under Price List – 
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d Immobilization Parking

i

The preferred system will allow an officer to enter information 

in the field via a handheld device to record when a vehicle is 

released or, if it is towed, to what vendor and the incident or 

record number for the tow so other departments can access 

the information if needed. Does not comply

e Parking Citation Processing

i

The preferred system shall provide a system that facilitates 

scheduling, tracking and support for the appeals or court 

processes. CSU staff shall be able to access a listing of all open 

or closed appeals or hearings requests showing the current 

status of each request. The system shall have a court calendar 

so CSU staff will be able to schedule hearings for court. The 

system shall have the ability to prepare dockets for court. Not available on the handheld.

10.1

The infrared light emitting diodes (LEDs) shall be “pulsed” to 

enhance license plate capture and extend the lifetime of the 

LED board.

Complete Compliance. The IR illuminator used for maximum 

reading performance in Florida is 740 nm.

10.2

The cameras shall have a dual lens configuration in a single 

camera housing with both an infrared lens for license plate 

capture and a color overview image of the vehicle for 

verification purposes. This camera housing also contains 

onboard IR illumination, and is sealed to NEMA 6 (IP67) 

standards. Complete Compliance

10.3

The infrared component of the cameras shall be available in 

various IR wavelengths in order to provide effective license 

plate capture in different regions of the country in order to 

address the specific license plate properties found in various 

regions of the country. Complete Compliance

10.4

The dual lens camera shall be capable of capturing up to 60 

frames per second. Not Compliant: Cameras operate at 30 frames per second.

Cameras shall be self-illuminating infrared (IR) for effective license plate image capture in a variety of weather & lighting conditions.

SECTION 10: LPR CAMERA REQUIREMENTS
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10.5

The cameras shall be capable of producing multiple license 

plate images with varying flash, shutter, and gain settings to 

ensure a high quality image regardless of weather or lighting 

conditions. Complete Compliance

10.6

All camera-mounting bracket systems shall be fabricated 

specifically for the vendor’s cameras and are furnished by the 

vendor. Vendors should consider these cameras are currently 

set to be mounted on a Toyota Prius. Complete Compliance

10.7

The cameras shall have a fixed focal point or target distance 

from the camera to the vehicle’s license plate from 9 ½ feet to 

30 feet. Complete Compliance

10.8

The system shall be capable of various configurations to 

capture plates in any of the following modes depending on 

the configuration: See 10.9 and 10.10

10.9

An adjacent lane on either side of the vehicle while driving 

through traffic and/or parking lots. Complete Compliance

10.1

Any parking application from parallel to perpendicular parked 

car orientation with respect to the movement of the 

enforcement vehicle. Complete Compliance

11.1

The LPR processor shall have a “self-trigger” mode to detect 

the presence of correctly mounted vehicle license plates in the 

camera’s field of view for image capture from the camera. Complete Compliance

11.2

The LPR processor shall be designed to be trunk-mounted and 

incorporate an intelligent power supply unit that provides for 

a safe start and shut-down each time the vehicle’s ignition is 

turned on or turned off. Complete Compliance

11.3

The LPR processor shall control the power supplied to the 

cameras and provides video connection points for simplified 

system wiring. Complete Compliance

SECTION 11: LPR PROCESSOR REQUIREMENTS
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11.4

The LPR processor shall utilize, at least, an automotive 30 GB 

extreme environment Hard Disk Drive.

Partial Compliance: The processing unit has an on board hard 

drive for the License Plate recognition engine; however all 

reads and images are stored on the Laptop in the vehicle 

running our software. These laptops can have many 

difference hard drive sizes, all of which are over 30GB. 

Additonally, processing unit components are all hardened for 

use in a vehicle and certified for vibration resistance, shock 

resistance, temperature resistance, water resistance, and 

electromagnetic immunity.

11.5

The LPR processor shall utilize an embedded processor 

running Windows 7 or higher operating system (OS). Complete Compliance

11.6

The LPR processor shall have at least four (4) LPR camera 

connections and multiple USB ports.

Partial Compliance: LPR Processor has one USB port and can 

support up to four LPR camera connections.

11.8

The LPR processor shall be designed to meet the 

environmental conditions associated with a trunk-mounted 

unit. Complete Compliance

12.1

The application software shall be capable of running on a 

touchscreen tablet (Panasonic Toughpad or similar). Complete Compliance

12.2

The tablet shall be capable of being undocked for use outside 

the vehicle. Complete Compliance

12.3 The software shall be designed for touchscreen usage. Complete Compliance

12.4

There shall be secure login and password functions on the LPR 

software. These shall be controlled by the back office system 

such that the creation, deactivation, and password protocols 

are back office functions. Complete Compliance

12.5

There shall be a single button to turn on/off whichever camera 

configuration the enforcement officer is applying at the time. Complete Compliance

12.6

There shall be a volume control button on the main screen to 

control the audible sounds from the system, and a mute 

button on the application screen. Complete Compliance

12.7

The system shall provide live, simultaneous display of all of 

the following data: See a to f

12.7.a The IR license plate image Complete Compliance

SECTION 12: IN-VEHICLE LPR SOFTWARE REQUIREMENTS:
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12.7.b The license plate interpretation or system read Complete Compliance

12.7.c

A corresponding color overview of the vehicle displaying the 

captured IR license plate Complete Compliance

12.7.d The date & time stamp Complete Compliance

12.7.e Identification of the camera capturing the image Complete Compliance

12.7.f

Parking related vehicle information (permits, notifications, 

etc.) Complete Compliance

12.8

The system shall capture GPS coordinates for every license 

plate. Complete Compliance

12.9 The system shall have the ability to GPS stamp all the reads. Complete Compliance

12.1

The mobile software component shall allow the enforcement 

officer to select which area they are working in and notify 

them when the selected zone does not match the current GPS 

location of the vehicle.

Partial Compliance: The system does not notify enforcement 

officers when they select a zone that does not match their GPS 

location. An auto-selection feature can instead be turned on to 

automatically manage which zone is enforced according to the 

current GPS location of the vehicle. An audio cue is given each 

time an enforcement zone is entered or exited.

12.13

The mobile software system shall dynamically sort the parking 

zone list based on the zones closest to the vehicle’s current 

GPS location. Complete Compliance.

12.14

The mobile software component shall allow the enforcement 

officer to select which enforcement they want to enforce for 

multiple parking permission types, and activate/deactivate all 

plate based enforcement. Examples: Pay-by-plate by multi-

space meter, pay-by-plate by phone, permits, scofflaw, etc. Complete Compliance

12.15

The LPR system shall simultaneously enforce the following 

applications: See g to l

12.15.g Timing enforcement Complete Compliance

12.15.h Permit enforcement Complete Compliance

12.15.i Pay-by-plate by multi-space meter Complete Compliance

12.15.j Pay-by-plate by phone Complete Compliance

12.15.k Scofflaw (boot/tow – unpaid tickets) Complete Compliance

12.15.l Multiple Hotlists Complete Compliance
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12.16

The mobile software component shall allow the enforcement 

officer to select the timing period that is being enforced from 

a drop down list (30 minutes, 1 hour, etc.). Complete Compliance

12.17

The mobile software shall exchange vehicle timing records 

with other LPR vehicle systems in real time. Vendors shall note 

if the same information can be provided to enforcement 

handhelds.

Not Compliant. Vehicles do not exchange data with each other 

in real time. Genetec does not provide enforcement 

handhelds. Integration with third party handhelds is possible. 

Features of third party handhelds are to be discussed with the 

third party.

12.18

The main screen on the system shall have integrated ticketing 

so, when an enforcement officer has an LPR “hit”, they can 

simply press one button to complete enforcement activities 

(citation generation, booting, towing, permit issuance) within 

the same LPR application. The citation should be saved to the 

parking enforcement database and then be printed for the 

officer to leave on the vehicle.

Partial Compliance: Enforcement can be initiated with the 

press of a button on the software, however Genetec software 

on its own does not handle the citation actitivies 

themselves.Integration with some third party ticketing / 

enforcement providers is available.

12.19

The mobile software component shall allow the enforcement 

officer to manually enter plates that are unreadable. Complete Compliance

12.2

The mobile software component shall give a unique audible 

and visible alert when an illegally parked vehicle is discovered. Complete Compliance

12.21

The Alert Screen shall remain displayed until acknowledged by 

the enforcement officer, and, while displayed, the system shall 

continue to process license plate data in the background. All 

captured data is stored in the system during this interval. Complete Compliance

12.22

The system shall provide the enforcement officer with the 

capability to manually enter a license plate for the purpose of 

searching that license plate against the system’s database(s). Complete Compliance
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12.23

Software shall be able to enforce shared permits across 

multiple mobile LPR vehicles and enforcement handhelds, 

meaning that one permit could be associated to several 

vehicles but only one vehicle can use the unique permit at a 

time. System notifies the enforcement officer in real-time 

when more than one vehicle on a shared permit is in 

enforcement during the same timeframe. When identified, the 

officer has the ability to issue citations to either or both 

vehicles.

Partial Compliance: Shared Permits are supported however 

both vehicles registered to a shared permit must be read by 

the same vehicle system for enforcement to be initiated. 

Additionally Genetec does not provide enforcement 

handhelds. Integration with third party handhelds is possible. 

Features of third party handhelds are to be discussed with the 

third party.

12.24

System shall support both visible and silent vehicle 

notifications. Visible notifications will be displayed to the 

enforcement officer in the vehicle, while silent notifications will 

not be displayed to officer but will be sent by email to the user 

who created the alert. Complete Compliance

12.25

The system shall provide a feature to enable or disable “fuzzy-

logic” plate matching in each LPR vehicle to enable the system 

to match common number character issues (such as 0/O and 

8/B) or unknown characters. This feature shall be enabled or 

disabled at the user’s discretion. Fuzzy logic verifies multiple 

permutations of one plate to increase the read rate. Complete Compliance

12.26

Software shall support the ability to add non-LPR camera-

generated photos for issued citations, either during or after 

the citation issuance process.

Not Compliant: Genetec software on its own does not handle 

the citation actitivies, it can only initiate them. Integration with 

a third party parking management provider is required for 

these features. Details of features are to be discussed with 

that provider.

12.27

Software shall provide an image-based license plate 

verification step before citation issuance. This is designed to 

ensure that all plate reads are reviewed by an enforcement 

officer before a citation is issued. Complete Compliance

12.28

The back office system shall provide for the ability to review 

citations either before or after the citation has been issued. 

Citations are able to be flagged for review and either 

corrected or voided upon review.

Not Compliant: Genetec software on its own does not handle 

the citation actitivies, it can only initiate them. Integration with 

a third party parking management provider is required for 

these features. Details of features are to be discussed with 

that provider.
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12.29

LPR data from mobile LPR cameras shall be able to be 

searched and referenced from within the same back office 

software used for citations and permit management.

Not Compliant: Genetec software on its own does not handle 

the citation actitivies, it can only initiate them. Integration with 

a third party parking management provider is required for 

these features. Details of features are to be discussed with 

that provider. Note however that LPR data captured from 

Genetec software can be exported to the parking 

management provider for use in their system.
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PROPOSED IMPLEMENTATION PLAN  

 

Task Name Duration Notes 
Hollywood Project     

Project Kickoff Meeting 1 Day   

IT Kickoff meeting 1 Day   

Contact all integrated Vendors to 

begin designing project 
10 Days Contingent on vendor responses 

On-site needs analysis 3 Days   

Data Conversion 90 Days Contingent on data architecture availability  

LPR Implementation / Installation 60 Days   

Meters Integration 30 Days   

Florida DMV 30 Days   

Park Mobile Integration 20 Days   

Create Sandbox Server 5 Days   

Install TickeTrak "Online Modules"  5 Days   

Install TickeTrak Mobile on 

Handheld Devices 
5 Days   

Integration Testing 30 Days   

On-site Training 5 Days   

Install Live Server 5 Days   

Acceptance Testing 30 Days   

 

Cardinal Tracking project scheduling requires a 30-day window from award to initial kickoff date. 
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SUMMARY OF PROPOSER’S FEE STATEMENT  
 

The following pages detail the pricing information requested from the City of Hollywood with 

purchase pricing, a five (5) year lease, and an annual subscription.  

Any additional services would be billed on an annual basis with Net30 terms.  
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CERTIFICATE OF INSURANCE 
 

The following page is Cardinal’s certificate of liability insurance which meets the requirements set 

forth in this bid.  
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The ACORD name and logo are registered marks of ACORD

CERTIFICATE HOLDER

© 1988-2014 ACORD CORPORATION.  All rights reserved.
ACORD 25 (2014/01)

AUTHORIZED REPRESENTATIVE

CANCELLATION

DATE (MM/DD/YYYY)CERTIFICATE OF LIABILITY INSURANCE

LOCJECT
PRO-POLICY

GEN'L AGGREGATE LIMIT APPLIES PER:

OCCURCLAIMS-MADE

COMMERCIAL GENERAL LIABILITY

PREMISES (Ea occurrence) $
DAMAGE TO RENTED
EACH OCCURRENCE $

MED EXP (Any one person) $

PERSONAL & ADV INJURY $

GENERAL AGGREGATE $

PRODUCTS - COMP/OP AGG $

$RETENTIONDED

CLAIMS-MADE

OCCUR

$

AGGREGATE $

EACH OCCURRENCE $UMBRELLA LIAB

EXCESS LIAB

DESCRIPTION OF OPERATIONS / LOCATIONS / VEHICLES  (ACORD 101, Additional Remarks Schedule, may be attached if more space is required)

INSR
LTR TYPE OF INSURANCE POLICY NUMBER

POLICY EFF
(MM/DD/YYYY)

POLICY EXP
(MM/DD/YYYY) LIMITS

PER
STATUTE

OTH-
ER

E.L. EACH ACCIDENT

E.L. DISEASE - EA EMPLOYEE

E.L. DISEASE - POLICY LIMIT

$

$

$

ANY PROPRIETOR/PARTNER/EXECUTIVE

If yes, describe under
DESCRIPTION OF OPERATIONS below

(Mandatory in NH)
OFFICER/MEMBER EXCLUDED?

WORKERS COMPENSATION
AND EMPLOYERS' LIABILITY Y / N

AUTOMOBILE LIABILITY

ANY AUTO
ALL OWNED SCHEDULED

HIRED AUTOS
NON-OWNED

AUTOS AUTOS

AUTOS

COMBINED SINGLE LIMIT

BODILY INJURY (Per person)

BODILY INJURY (Per accident)
PROPERTY DAMAGE $

$

$

$

THIS IS TO CERTIFY THAT THE POLICIES OF INSURANCE LISTED BELOW HAVE BEEN ISSUED TO THE INSURED NAMED ABOVE FOR THE POLICY PERIOD
INDICATED.  NOTWITHSTANDING ANY REQUIREMENT, TERM OR CONDITION OF ANY CONTRACT OR OTHER DOCUMENT WITH RESPECT TO WHICH THIS
CERTIFICATE MAY BE ISSUED OR MAY PERTAIN, THE INSURANCE AFFORDED BY THE POLICIES DESCRIBED HEREIN IS SUBJECT TO ALL THE TERMS,
EXCLUSIONS AND CONDITIONS OF SUCH POLICIES. LIMITS SHOWN MAY HAVE BEEN REDUCED BY PAID CLAIMS.

INSD
ADDL

WVD
SUBR

N / A

$

$

(Ea accident)

(Per accident)

OTHER:

THIS CERTIFICATE IS ISSUED AS A MATTER OF INFORMATION ONLY AND CONFERS NO RIGHTS UPON THE CERTIFICATE HOLDER. THIS
CERTIFICATE DOES NOT AFFIRMATIVELY OR NEGATIVELY AMEND, EXTEND OR ALTER THE COVERAGE AFFORDED BY THE POLICIES
BELOW.  THIS CERTIFICATE OF INSURANCE DOES NOT CONSTITUTE A CONTRACT BETWEEN THE ISSUING INSURER(S), AUTHORIZED
REPRESENTATIVE OR PRODUCER, AND THE CERTIFICATE HOLDER.
IMPORTANT:  If the certificate holder is an ADDITIONAL INSURED, the policy(ies) must be endorsed.  If SUBROGATION IS WAIVED, subject to
the terms and conditions of the policy, certain policies may require an endorsement.  A statement on this certificate does not confer rights to the
certificate holder in lieu of such endorsement(s).

COVERAGES CERTIFICATE NUMBER: REVISION NUMBER:

INSURED

PHONE
(A/C, No, Ext):

PRODUCER

ADDRESS:
E-MAIL

FAX
(A/C, No):

CONTACT
NAME:

NAIC #

INSURER A :

INSURER B :

INSURER C :

INSURER D :

INSURER E :

INSURER F :

INSURER(S) AFFORDING COVERAGE

SHOULD ANY OF THE ABOVE DESCRIBED POLICIES BE CANCELLED BEFORE
THE EXPIRATION DATE THEREOF, NOTICE WILL BE DELIVERED IN
ACCORDANCE WITH THE POLICY PROVISIONS.

ACORDs provided by Forms Boss. www.FormsBoss.com; (c) Impressive Publishing 800-208-1977

$

$

6363 N. State Highway 161, #100
IBTX Risk Services DFW

Cert ID 20413

2600 Hollywood Blvd Room 221

Federal Insurance Company 20281

Great Northern Insurance Co. 20303

10/3/2016

1825 Lakeway Dr # 100

2/27/2016 2/27/20177989-58-76

B

esalazar@ib-tx.com

2/27/2016 2/27/20177359-28-54

A

A

A

X

X

X

Elvia Salazar 

Irving TX 75038 

Hollywood FL 33020 

Lewisville TX 75057 

(214) 989-7100

(800) 285-3833

(214) 596-9030

X X

X

X

     500,000

   1,000,000

     500,000

   1,000,000

     500,000

   3,000,000

   3,000,000

   3,000,000

      10,000

Empl Benefits Liab

P&A Injury Agg

2/27/2016 2/27/20173603-35-60

2/27/2016 2/27/20177175-49-26

   1,000,000

   1,000,000

   1,000,000

   2,000,000

   2,000,000

City of Hollywood
Office of the City Clerk

The General Liability and Automobile policies include a blanket automatic additional insured 
endorsement [80-02-2367 05/07 & 16020292 04/11] that provides this feature only when there is a 
written contract with named insured that requires such status. Primary Non-Contributory applies per 
attached [80022367 05/07]. The General Liability, Automobile, and Workers' Compensation policies 
include a blanket automatic waiver of subrogation endorsement [80022000 4/01, WC000313 4/84 & 
16020292 4/11] that provides this feature only when there is a written contract with the named 
insured that requires such status. Cancellation 80029791 4/13, 16020306 5/11 & 420601 7/84

Cardinal Tracking and Management Systems, Inc
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HOSTED SOLUTION INFORMATION 
 

The following pages provide more information on our hosted solution with Rackspace providing 

details on their security and compliance policies and our disaster recovery plan.  
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For more information or to chat with a specialist: 1-800-961-2888 or www.rackspace.com

RACKSPACE SECURITY CONTROLS

Environmental ControlsPhysical Security

• Data center access is limited to only authorized personnel

• Badges and biometric scanning for controlled data center access

• Security camera monitoring at all data center locations

• Access and video surveillance log retention

• 24x7x365 onsite staff provides additional protection against 
unauthorized entry

• Unmarked facilities to help maintain low profile

• Physical security audited by independent firms annually

• Dual power paths into facilities 

• Uninterruptable Power Supplies (minimum N+1)

• Diesel Generators (minimum N+1)

• Service agreements with fuel suppliers in place

• HVAC (minimum N+1)

• VESDA / Fire Suppression 

• Flood detection

• Continuous facility monitoring

• High-performance bandwidth provided by multiple network providers

• Elimination of single points of failure throughout shared network 
infrastructure

• Cables properly trunked and secured

• Proactive network management methodology monitors network route 
efficiency

• Real-time topology and configuration improvements to adjust for 
anomalies

• Network uptime backed by Service Level Agreements

• Network management performed by only authorized personnel

•  Background screening performed on employees with access 
to customer accounts

•  Employees are required to sign Non-Disclosure and 
Confidentiality Agreements

•  Employees undergo mandatory security awareness training 
upon employment and annually thereafter

• ISO 27001/2 based policies, reviewed at least annually

• Documented infrastructure Change Management procedures

• Secure document and media destruction

• Incident Management function 

• Business Continuity Plan focused on availability of infrastructure

• Independent Reviews performed by third parties

• Continuous monitoring and improvement of security program

•  Security management responsibilities assigned to Global 
Security Services

•  Chief Security Officer oversight of Security Operations and 
Governance, Risk, and Compliance activities

•  Direct involvement with Incident Management, Change 
Management, and Business Continuity

Toll Free: 1.800.961.2888   |   International: 1.210.312.4700   |   www.rackspace.com
Copyright © 2012 Rackspace US, Inc.   |   Rackspace® and Fanatical Support® are service marks of Rackspace US, Inc. registered in the United States and other countries.
All trademarks, service marks,images, products and brands remain the sole property of their respective holders. 

RACKSPACE® HOSTING  |  5000 WALZEM ROAD  |  SAN ANTONIO, TX 78218 U.S.A.  |  DATE MODIFIED: 09262012

RACKSPACE® SECURITY & COMPLIANCE

Security OrganizationOperations Security

Human ResourcesNetwork Infrastructure

Security and compliance can be complex subjects. As always, Rackspace stands ready to help by providing clarity in the midst of confusion. 
Let the information on this page be your guide to helping you understand the security and compliance controls Rackspace has in place as your hosting provider.
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Rackspace maintains various certifications to assist you in verifying the security policies and processes Rackspace has in place for the environment of your 
hosted infrastructure. We’ve been assessed and hold validation for the following compliance frameworks:

• ISO 27001
 • SSAE 16 and ISAE 3402 (Previously SAS 70 Type II)
• PCI DSS
• Safe Harbor (export.gov)

It’s important to note that Rackspace certifications do not make you compliant with your specific regulatory and compliance requirements. 
However, we do offer products and services that can assist you in addressing your requirements. For more information, please inquire with 
a Rackspace Sales Representative.

Toll Free: 1.800.961.2888   |   International: 1.210.312.4700   |   www.rackspace.com
Copyright © 2012 Rackspace US, Inc.   |   Rackspace® and Fanatical Support® are service marks of Rackspace US, Inc. registered in the United States and other countries.
All trademarks, service marks,images, products and brands remain the sole property of their respective holders.  

RACKSPACE® HOSTING  |  5000 WALZEM ROAD  |  SAN ANTONIO, TX 78218 U.S.A.  |  DATE MODIFIED: 09262012

RACKSPACE® SECURITY ASSESSMENTS AND COMPLIANCE

For more information or to chat with a specialist: 1-800-961-2888 or www.rackspace.com

ISO 27001

The Rackspace ISO 27001 certified Information Security Management System (ISMS) is an iterative management system that helps ensure that 
our security policies and processes are effective in mitigating identified risks. Specifically, our ISMS at Rackspace certifies the management of 
information security in the operations of our data center facilities.  

SSAE 16 and ISAE 3402

The global Rackspace Type II SOC1 report can be used to satisfy requirements under both the SSAE 16 and ISAE 3402 standards. This report 
contains a description of the controls we have in place, and the auditor’s informed opinion of how effective the controls were during the audit 
period. Rackspace’s audit period is from 1st October to 31st September of every year.

PCI DSS 

A Qualified Security Assessor (QSA) validates Rackspace as being a PCI DSS Level 1 Service Provider. The QSA validation of our compliance to the 
PCI DSS covers:

 • Physical security for Rackspace data centers located in:
   o United Kingdom
   o Hong Kong
   o United States
 • Network infrastructure (routers and switches)
 • Rackspace employee access to network devices

Please note that simply hosting a solution with Rackspace does not make you PCI-DSS compliant. However, outsourcing hosting services to a PCI 
DSS validated Level 1 Service Provider can greatly reduce the scope and complexity of your compliance efforts. We can provide services, products 
and an extensive solution partner network that can help satisfy many of your PCI-DSS requirements.

RACKSPACE COMPLIANCE
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Disaster Recovery Plan (DRP) for Cardinal Cloud Application Hosting 
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Plan and related Business Processes 

 

 
Business Process Feature Relevant Technical Components 

Cardinal Hosted 

Applications 

Cloud-Based Servers 

and Applications 

accessible via the 

internet 

• Rackspace Cloud Architecture 

• Cardinal Technical Staff and Response 

Team 

• Backup and Restoration Services 

 

 
Update:  11/1/2015 
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1. Purpose and Objective 

CARDINAL TRACKING, INC. developed this disaster recovery plan (DRP) to be used in the event of a significant disruption 

to the features listed in the table above. The goal of this plan is to outline the key recovery steps to be performed during 

and after a disruption to return to normal operations as soon as possible.  

Scope 

The scope of this DRP document addresses technical recovery only in the event of a significant disruption.   

 

This disaster recovery plan provides: 

- Guidelines for determining plan activation; 

- Technical response flow and recovery strategy; 

- Guidelines for recovery procedures; 

- References to key Business Resumption Plans and technical dependencies; 

- Rollback procedures that will be implemented to return to standard operating state; 

- Checklists outlining considerations for escalation, incident management, and plan activation. 

 

The specific objectives of this disaster recovery plan are to: 

- Immediately mobilize a core group of leaders to assess the technical ramifications of a situation; 

- Set technical priorities for the recovery team during the recovery period; 

- Minimize the impact of the disruption to the impacted features and business groups; 

- Stage the restoration of operations to full processing capabilities; 

- Enable rollback operations once the disruption has been resolved if determined appropriate by the recovery 

team. 

 

Within the recovery procedures there are dependencies between supporting technical groups within and outside 

CARDINAL TRACKING, INC. This plan is designed to identify the steps that are expected to take to coordinate with other 

groups / vendors to enable their own recovery. This plan is not intended to outline all the steps or recovery procedures 

that other departments need to take in the event of a disruption, or in the recovery from a disruption.  

 

 

2. Dependencies 

This section outlines the dependencies made during the development of this SharePoint disaster recovery plan. If and 

when needed the CARDINAL NETWORK/IT STAFF will coordinate with their partner groups as needed to enable recovery.   

 

 

 

 

Dependency Assumptions 

User Interface / Rendering 

 

Presentation components 

• Users (end users, power users, administrators) are unable to access the system 

through any part of the instance (e.g. client or server side, web interface or 

downloaded application).  
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• Infrastructure and back-end services are still assumed to be active/running.  

Business Intelligence / 

Reporting 

Processing components 

• The collection, logging, filtering, and delivery of reported information to end users 

is not functioning (with or without the user interface layer also being impacted).  

• Standard backup processes (e.g. tape backups) are not impacted, but the active / 

passive or mirrored processes are not functioning.  

• Specific types of disruptions could include components that process, match and 

transforms information from the other layers. This includes business transaction 

processing, report processing and data parsing. 

Network Layers 

Infrastructure components 

• Connectivity to network resources is compromised and/or significant latency 

issues in the network exist that result in lowered performance in other layers.  

 

Storage Layer 

Infrastructure components 

• Loss of SAN, local area storage, or other storage component. 

Database Layer  

Database storage components 
• Data within the data stores is compromised and is either inaccessible, corrupt, or 

unavailable 

Hardware/Host Layer 

Hardware components 
• Physical components are unavailable or affected by a given event 

Virtualizations (VM's) 

Virtual Layer 
• Virtual components are unavailable 

• Hardware and hosting services are accessible 

Administration 

Infrastructure Layer 
• Support functions are disabled such as management services, backup services, 

and log transfer functions. 

• Other services are presumed functional 

Internal/External  

Dependencies 
• Interfaces and intersystem communications corrupt or compromised 

 
 

In addition assumptions within the Business Continuity Plan for this work stream still apply. 
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3. Disaster Recovery Strategies 

The overall DR strategy of Cardinal Tracking is summarized in the table below and documented in more detail in the 

supporting sections. These scenarios and strategies are consistent across the technical layers (user interface, reporting, 

etc.)  

 

 
 

4. Disaster Recovery Procedures  

A disaster recovery event can be broken out into three phases, the response, the resumption, and the restoration.  

These phases are also managed in parallel with any corresponding business continuity recovery procedures summarized 

in the business continuity plan.  

 

 
 

 

Response Phase  

Data Center Disruption

Failover to alternate Data Center

Reroute core processes to another 
Data Center (without full failover)

Operate at a deprecated service 
level

Take no action

Significant Dependency 
(Internal or External) 

Disruption

Reroute core functions to backup / 
alternate provider

Participate in recovery strategies as 
available

Wait for the restoration of service, 
provide communication as needed 

to stakeholders

Significant network or 
other issues

Reroute operations to backup 
processing unit / service (load 

balancing, caching)

Wait for service to be restored, 
communicate with core 
stakholders as needed

•On call personnel paged

•Decision made around recovery strategies to be taken

•Full recovery team identified

Response Phase: The immediate actions following a significant event.

•Recovery procedures implemented

•Coordination with other departments executed as needed

Resumption Phase: Activities necessary to resume services after team has 
been notified.

•Rollback procedures implemented

•Operations restored

Restoration Phase: Tasks taken to restore service to previous levels.
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The following are the activities, parties and items necessary for a DR response in this phase. Please note these 

procedures are the same regardless of the triggering event (e.g. whether caused by a Data Center disruption or other 

scenario).  

 

Response Phase Recovery Procedures – All DR Event Scenarios 

 

Step Owner Duration Components 

Identify issue, page on call / 

Designated Responsible 

Individual (CARDINAL 

NETWORK/IT STAFF) 

Cardinal 

Automated 

Monitoring 

Console  

1 minute 

from event 

occurrence 

• Issue communicated / escalated 

• Priority set 

Identify the team members 

needed for recovery 

CARDINAL 

NETWORK/IT 

STAFF 

15 minutes 

from event 

occurrence 

Selection of core team members required for restoration 

phase from among the following groups: 

• Operations 

•  

Establish a conference line for 

a bridge call to coordinate 

next steps 

CARDINAL 

NETWORK/IT 

STAFF or  

Ops 

20 minutes 

from event 

occurrence 

Primary bridge line: (800)285-3833 X400 Bridge 99999 

Alternate / backup communication tools: email, IM 

Communicate the specific 

recovery roles and determine 

which recovery strategy will 

be pursued.  

CARDINAL 

NETWORK/IT 

STAFF 

30 minutes 

from event 

occurrence 

• Documentation / tracking of timelines and next 

decisions 

• Creation of disaster recovery event command center / 

“war room” as needed 

 

This information is also summarized by feature in Appendix A: Disaster Recovery Contacts - Admin Contact List.  

 

Resumption Phase 

During the resumption phase, the steps taken to enable recovery will vary based on the type of issue. The procedures 

for each recovery scenario are summarized below.  

 

Data Center Recovery 

Full Data Center Failover 

Step Owner Duration Components 

Initiate Failover CARDINAL 

NETWORK/IT 

STAFF 

45 minutes 

from  

occurrence 

• Restoration procedures identified 

• Risks assessed for each procedure 

• Coordination points between groups defined 

• Issue communication process and triage efforts 

established 

Complete Failover CARDINAL 

NETWORK/IT 

STAFF 

2 hours 

from event 

occurrence 

• Recovery steps executed, including handoffs between 

key dependencies 

Test Recovery CARDINAL 

NETWORK/IT 

STAFF 

3 hours 

from event 

occurrence 

• Tests assigned and performed 

• Results summarized and communicated to group 

Failover deemed successful CARDINAL 

NETWORK/IT 

STAFF 

3 hours 

from event 

occurrence 

• Internal IT Staff and Stakeholder confirmation 

communication. 
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Take no action – monitor for Data Center recovery  

This recovery procedure would only be the chosen alternative in the event no other options were available to (e.g. the 

cause and recovery of the Data Center is fully in the control of another department or vendor).  

Step Owner Duration Components 

Track communication and 

status with the core recovery 

team. 

CARDINAL 

NETWORK/IT 

STAFF 

Every 30 

minutes 

until 

service 

restoration 

• Email Phone communication with external 

department/vendor 

Send out frequent updates to 

core stakeholders with the 

status.  

CARDINAL 

NETWORK/IT 

STAFF 

Every hour 

until 

service 

restoration 

• Email Phone communication with Cardinal customer 

 

Internal or External Dependency Recovery 

Execute available recovery procedures 

Step Owner Duration Components 

Inform other teams about 

technical dependencies 

CARDINAL 

NETWORK/IT 

STAFF 

Every 30 

minutes 

until 

service 

restoration 

• Email Phone communication 

Take no action – monitor status  

This recovery procedure would only be the chosen alternative in the event no other options were available to Cardinal 

Network/IT Staff (e.g. the cause and recovery of the disruption is fully in the control of another department or vendor).  

Step Owner Duration Components 

Track communication and 

status with the core recovery 

team. 

CARDINAL 

NETWORK/IT 

STAFF 

Every 30 

minutes 

until 

service 

restoration 

• Email Phone communications 

Send out frequent updates to 

core stakeholders with the 

status.  

CARDINAL 

NETWORK/IT 

STAFF 

Every hour 

until 

service 

restoration 

Email Phone communications 
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Significant Network or Other Issue Recovery (Defined by quality of service guidelines) 

Contact Network or Other Provider to resolve issue 

Step Owner Duration Components 

Identify issue, page on call / 

Designated Responsible 

Individual (CARDINAL 

NETWORK/IT STAFF) 

Cardinal 

Automated 

Monitoring 

Console  

1 minute 

from event 

occurrence 

• Issue communicated / escalated 

• Priority set 

Identify the team members 

needed for analysis and 

correction 

CARDINAL 

NETWORK/IT 

STAFF 

15 minutes 

from event 

occurrence 

Selection of core team members required for 

communication phase from among the following groups: 

• Operations 

•  

Contact Network/Host facility 

to address and monitor issue. 

CARDINAL 

NETWORK/IT 

STAFF or  

Ops 

20 minutes 

from event 

occurrence 

• Phone/Email contact 

Monitor status with Network 

Host facility  

CARDINAL 

NETWORK/IT 

STAFF 

Every 30 

minutes 

until event 

resolution 

• Phone/Email contact 

 

Communicate status to core 

stakeholders 

CARDINAL 

NETWORK/IT 

STAFF 

Every hour 

until event 

resolution 

• Phone/Email contact 

Take no action – monitor status  

This recovery procedure would only be the chosen alternative in the event no other options were available to (e.g. the 

cause and recovery of the internal or external dependency is fully in the control of another department or vendor).  

Step Owner Duration Components 

Track communication and 

status with the core recovery 

team. 

CARDINAL 

NETWORK/IT 

STAFF 

Every 30 

minutes 

until event 

resolution 

• Phone/Email contact 

Send out frequent updates to 

core stakeholders with the 

status.  

CARDINAL 

NETWORK/IT 

STAFF 

Every hour 

until event 

resolution 

• Phone/Email contact 

 

 

Restoration Phase 

During the restoration phase, the steps taken to enable recovery will vary based on the type of issue. The procedures for 

each recovery scenario are summarized below.  
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Appendix A: Disaster Recovery Contacts - Admin Contact List  

The critical team members who would be involved in recovery procedures for feature sets are summarized below.  

 

Feature Name Contact Lists 

Cardinal Network IT Staff • Clyde Blalock – Hosting and Network IT Staff 

• Sokha Ben- Hosting and Network IT Staff 

Cardinal Support Staff • Jeremy Moon – Support Manager 

 

 

For the key internal and external dependencies identified, the following are the primary contacts.  

 

Dependency Name Contact Information 

Cloud Services Support  Rackspace Cloud Support Team 

  

 

In addition the key BCP individuals are:  

•   

Appendix B: Document Maintenance Responsibilities and Revision History 

This section identifies the individuals and their roles and responsibilities for maintaining this Disaster Recovery Plan. 

Primary Disaster Recovery Plan document owner is:  

Primary Designee: Sokha Ben – Cardinal Tracking IT/Network Manager      

Alternate Designee: Clyde Blalock – Cardinal Tracking Hosting and Network Staff 

Name of Person 

Updating Document 
Date Update Description Version # Approved By 

Sokha Ben 11/01/2015 Document Creation and 

Certification 

1.0 SB 
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Appendix D:  Glossary/Terms 

 

Standard Operating State:  Production state where services are functioning at standard state levels.  In contrast to 

recovery state operating levels, this can support business functions at minimum but deprecated levels.   

 

Presentation Layer:  Layer which users interact with.  This typically encompasses systems that support the UI, manage 

rendering, and captures user interactions.  User responses are parsed and system requests are passed for processing 

and data retrieval to the appropriate layer.   

 

Processing Layer:  System layer which processes and synthesizes user input, data output, and transactional operations 

within an application stack.  Typically this layer processes data from the other layers.  Typically these services are folded 

into the presentation and database layer, however for intensive applications; this is usually broken out into its own 

layer. 

 

Database Layer:  The database layer is where data typically resides in an application stack.  Typically data is stored in a 

relational database such as SQL Server, Microsoft Access, or Oracle, but it can be stored as XML, raw data, or tables.  

This layer typically is optimized for data querying, processing and retrieval. 

 

Network Layer:  The network layer is responsible for directing and managing traffic between physical hosts.  It is 

typically an infrastructure layer and is usually outside the purview of most business units.  This layer usually supports 

load balancing, geo-redundancy, and clustering.   

 

Storage Layer:  This is typically an infrastructure layer and provides data storage and access.  In most environments this 

is usually regarded as SAN or NAS storage.   

 

Hardware/Host Layer:  This layer refers to the physical machines that all other layers are reliant upon.  Depending on 

the organization, management of the physical layer can be performed by the stack owner or the purview of an 

infrastructure support group.   

 

Virtualization Layer:  In some environments virtual machines (VM's) are used to partition/encapsulate a machine's 

resources to behave as separate distinct hosts.  The virtualization layer refers to these virtual machines. 

 

Administrative Layer:  The administrative layer encompasses the supporting technology components which provide 

access, administration, backups, and monitoring of the other layers.   
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LPR INTEGRATION WITH GENETEC 
 

The following pages provide more information on our LPR integration and partner, Genetec.   
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Innovative Solutions

License Plate Recognition for 
Law Enforcement
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IP-Based License Plate Recognition for Law Enforcement

Advancements in license plate recognition (LPR) technology 
have enabled police agencies worldwide to apprehend more 
wanted suspects and recover more stolen vehicles, all while 
improving the safety of those on duty. Choosing the right 
LPR system, though, is vital to ensure a reliable solution to 
detect suspected vehicles and potential threats.

AutoVu System Overview

Genetec AutoVu provides officers the most accurate and reliable 
LPR system in the industry, ensuring that thousands of plates 
can be read effortlessly during each shift. Available as both 
fixed and mobile camera systems, AutoVu has been engineered, 
tested, and proven to meet the demands of law enforcement 
applications. 

Hardware
The AutoVu Sharp family of IP-based LPR devices leads the 
industry in license plate read rates, ensuring an effective solution 
for police operations. The Sharp and SharpX are designed to 
provide the most accurate plate reads every shift, more plate 
reads in bad weather, or at poor angles, and even at high speeds. 
From vehicle mounted systems to fixed perimeter installations, 
AutoVu enables organizations to automate license plate 
identification, and share critical data amongst officers.

Software
AutoVu Patroller is the intuitive in-vehicle control interface 
of the AutoVu system, providing easily accessible features for 
officers onboard, and allowing them to monitor incoming reads 
from LPR cameras. With touch-enabled functions, training 
on the system is easy for operators of all levels of technical 
experience. 

Security Center is Genetec’s unified security platform that 
provides real-time monitoring of AutoVu events, alarm 
management, as well as advanced data-mining and reporting 
capabilities. As license plate reads and hits are gathered from 
patrolling units in the field and from fixed AutoVu Sharp units, 
information is relayed to Security Center operators. In the case of 
fixed applications, not only can operators monitor the incoming 
reads from LPR cameras, but can also view live video that is 
captured from the Sharp camera.

Hardware
AutoVu SharpX

•	 Plate capture across three 
lanes of traffic

•	 Up to 5,000 plate captures 
per minute

•	 Plate capture up to differential speeds of 200 MPH 
(320 km/h)

•	 Smallest high-resolution LPR camera on the market

AutoVu Sharp
•	 Easily portable from 

vehicle-to-vehicle
•	 On-board video 

compression and analytics
•	 Plate capture up to differential speeds of 140 MPH 

(225 km/h)
•	 All-in-one solution with limited wiring required

Software
AutoVu Patroller
On-board navigation and monitoring interface. LPR 
information can be sent to Security Center in real-time 
through live transmission.
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IP-Based License Plate Recognition for Law Enforcement

Highest Accuracy Rate in the Industry 
Backed by over 15 years’ experience 
in LPR technology development, 
and the highest plate capture 
and recognition rates in the 
industry, police agencies trust 
AutoVu to identify all license 
plates within the camera’s 
field of view. By combining 
state-of-the-art IP-based LPR 
cameras and advanced software 
features, AutoVu ensures highly-
accurate verification analysis to provide 
officers with the best possible match of every license plate and 
to maximize wanted-vehicle identification within databases of 
vehicles of interest.

Ease of Use 
AutoVu is designed to automate and simplify the verification of 
license plates against multiple hotlists, increasing the safety of 
officers on patrol with a non-intrusive application that allows 
them to focus on other critical tasks, while alerting them, 
and the backoffice, when threats are detected. To ensure that 
operators feel at ease with this LPR system, AutoVu provides a 
user-friendly interface and features, including touch-enabled 
functions, graphical maps, associated image and time captures 
on every read.

Purpose-Built, Real-Time Surveillance 
With LPR cameras engineered to meet the demands of fixed and 
mobile law enforcement operations, and an advanced feature 
set to support officers on duty, the AutoVu system is an ideal 
choice for police agencies requiring a field-proven LPR solution. 
Because AutoVu is IP-based, users get real-time surveillance and 
identification of plates, while officers can also monitor the live 
update of LPR information using the Security Center client.

AutoVu System Diagram 

Deploy as a Standalone or Think Bigger 
AutoVu can easily be deployed as either a standalone system, 
or incorporated within a greater security and surveillance 
environment. Unification with video surveillance and access 
control systems is made easy within the Security Center 
platform and its video and access control modules, Omnicast, 
and Synergis. Through this single application, cities and 
police agencies can manage and monitor their LPR and video 
surveillance feeds, generate consolidated reports and centralize 
their alarm management. 

Advanced Reporting and Data Mining Capabilities 
When reviewing plate reads or when receiving new wanted 
vehicle identifications, officers can easily search for full or partial 
license plates from their vehicle. Operators can rapidly review 
each hit corresponding to searches, as well as any associated data, 
including geographic coordinates.

With Security Center, users can 
generate a myriad of LPR-related 
reports that are highly intuitive 
and provide operators with 
a great deal of flexibility, 
allowing them to filter 
results based on date, time, 
patrolling unit, hotlist or 
area, and much more. Daily 
usage statistics and logon 
reports can also be queried to 
retrieve hit and read statistics, route 
playback data, and inventory information. 
Through the use of graphical displays, data is visualized and easily 
understood, as it is overlaid atop of maps pinpointing each read, 
hit, and vehicle coordinates.

5 Reasons For Choosing AutoVu

 

Offload LPR data 
PATROLLER 

FIXED SHARPS 

Direct transfer of LPR data 

IP
Network 

Direct transfer of LPR data 
(3G or Wi-Fi) 

• Configure 
• Control 
• Update 

SECURITY CENTER 

Security Center 
Client 

Security Center
(LPR Manager Role) 

USB Key  
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Fuzzy Matching – Due to environmental factors, such as dirt  
or snow accumulation on license plates, errors sometime occur  
in a read. The fuzzy matching feature enhances verification 
within AutoVu to ensure that even if a read is imperfect, 
operators are still getting the best possible matches of every 
license plate to the database of vehicles of interest. Fuzzy 
matching analyzes incomplete license plate reads, containing one 
or more errors, against a hotlist and alerts the officer in case of 
any potential matches.  

In-Vehicle Mapping – AutoVu is equipped with intuitive 
graphical features, including in-vehicle mapping, to help ensure 
accuracy and ensure operators can remain effective while on 
duty. Accessible from within the vehicle or the backoffice, map 
displays provide operators an easier method to not only visualize 
the location of a read but also generates a specific location such as 
a street address.

Wildcard Hotlists – When only partial license plate numbers 
are available to identify a suspect vehicle, officers can create a 
wildcard hotlist database in order to rapidly identify potential hits. 
Notifications of hotlist hits can be identified with different sounds, 
colors, and priority assignments than those of definite matches.

Covert Hotlists – Covert hotlists are available to ensure the 
discretion of an on-going investigation or special operation. 
When a hit is identified, only the authorized officer at the 
Security Center station will be notified, while the in-vehicle 
patroller will not be alerted. This enables enforcement officials 
to assign multiple objectives to the vehicle and backend systems, 
while not interrupting the priorities of officers on duty.

Automatic Events and Alarms – Officers can receive 
automated alarms and events from the AutoVu system when a 
black-listed, wanted, or stolen vehicle is detected. This allows 
officials to prioritize and respond to the events deemed most 
urgent.

Live Data Transmission – The AutoVu system ensures officers 
are kept up-to-date with the latest information through the live 
update of LPR reads and hits. Using the Security Center client, 
officers can remotely monitor one or more Patroller units, fixed 
Sharp cameras, or specific hotlists in real-time.

Third-Party System Integration – Through its advanced SDK, 
AutoVu can integrate with other software applications to fit 
within existing workflows and operational processes. 

AutoVu License Plate Recognition 
Key Features

Put AutoVu to the test with the new 
Pilot to Purchase Program!
You can now get hands-on experience with the market’s leading 
LPR technology at no cost. Through Genetec’s new pilot program, 
law enforcement agencies can now receive a free trial of AutoVu to 
test on their vehicle.

What’s Included

•	 A multi-camera LPR system with in-vehicle and 
back-office software for 60 days*

•	 Full installation of software, vehicle equipment, 
and operator training 

•	 Technical and field support for 60 days

* Customers must supply their own in-vehicle computer  
and back-end server.

For more details, and to participate in the  
Pilot to Purchase Program, contact us at  
sales@genetec.com 
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Innovative Solutions

Get More from Your ALPR System

Unsurpassed Reading Accuracy – The AutoVu SharpX uses 
a progressive scan sensor with 1024 × 946 (XGA) resolution to 
capture license plate images for analysis. This sensor provides an 
image resolution two to three times higher than most solutions 
found on the market today, ensuring better readability in different 
cases such as bad weather, dirty or obstructed plates, difficult 
angles, and reads across three lanes in mobile applications.

Analyse Vehicle Behavior and Characteristics – The SharpX 
provides more than license plate numbers. Advanced AutoVu 
analytics can identify a license plate’s state or country of issuance 
as well as vehicle make. AutoVu also analyzes the behavior of 
scanned vehicles, calculating their speed and direction of travel 
with a single camera. The SharpX enhances situational awareness 
and unlocks new insights into vehicle conduct on monitored 
installations and roads.

Unified with Video Surveillance and Access Control –  
When unified with video surveillance and access control 
systems within Genetec’s Security Center platform, AutoVu 
SharpX cameras can be leveraged as video surveillance units, 
in addition to reading license plates, increasing situational 
awareness for operators.

AutoVu
TM

 SharpX
High-Resolution Automatic  
License Plate Recognition Camera

The SharpX is an IP-based automatic license plate recognition (ALPR) camera of the AutoVu system. 
Designed for the most demanding situations, the SharpX provides high license plate capture and 
read rates in both mobile and fixed deployments. The SharpX helps public safety agencies and private 
organizations locate vehicles of interest, monitor vehicles entering and exiting their premises and 
enforce parking bylaws. 

Combined with AutoVu’s robust feature set, the SharpX can compare scanned vehicles to lists of wanted 
vehicles, parking permit owners or employees, and automatically notify operators of situations requiring 
their intervention.

SharpX Key Features
Up to 4 high-resolution ALPR cameras on the same 
processing unit

Reads license plates 24 hours a day and in any 
environmental conditions with built-in illumination

Designed for fixed and mobile ALPR applications

Captures license plates on vehicle travelling at 
speeds over 220 MPH (355 km/h)

Identifies vehicle make and license plate state or 
country of origin alongside ALPR reads

Streams live video to Genetec’s Security Center 
unified security platform

Supports international plate reading
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AutoVu SharpX Camera Specifications

AutoVu ALPR Processing Unit Specifications

AutoVu SharpX XGA AutoVu SharpX VGA

ALPR camera sensor 1024 × 946 progressive scan @ 30 fps, monochrome. 
Wide mode (1280 × 808) and Standard mode (1024 × 768) 
also available within the same camera

640 × 480 progressive scan @ 30 fps, monochrome

Capture range Up to 115-foot (35-meter) range with reflective license plates Up to 70-foot (21-meter) range with reflective license plates

Illuminator Pulsed LED illuminator for effective use in 0 lux (total darkness) environments  |  Different illumination wavelengths available

Camera lens options 8mm, 12mm, 16mm, 25mm, 35mm, 50mm

Context camera sensor Color camera 640 x 480 @ 30 fps (ALPR) and 15 fps (live video streaming in fixed installations)

Temperature -4°F to 150°F (-20°C to 65°C) operating  |  -40°F to 185°F (-40°C to 85°C) storage  |  IEC 60068-2-1 Category Ad 
IEC 60068-2-2 Category Bd  |  IEC 60068-2-14 Category Na  |  Includes hi-temp auto-shutoff protection

Extended temperature option -40°F to 150°F (-40°C to 65°C) operating

Water resistance / sealing IEC 60529 IPx5, IPx7 | IEC 60529 IP6x

Available colors White / Black

Vibration MIL-STD-810G Method 514.6C, Cat 4

Shock resistance IEC 60068-2-27 Test Ea  |  IEC 60068-2-31 Test Ec, Procedure 1

Housing and mounting Extruded aluminum housing with universal T-slots on either side for universal mounting

Dimensions 1.65 (h) × 4.75 (w) × 4.84 (d) inches (4.2 × 12 × 12.3 cm)  |  Excludes cabling and mounting bracket

Weight 1.5 lbs (0.7 kg)

Electromagnetic immunity 
and emissions

FCC part 15 Subpart B  |  ICES-003 Issue 4  |  CISPR22 / EN55022+AC2011  |  CISPR 24 / EN 55024  |  CISPR25 / EN55025

EMC Directive (CE Marking) 2004/108/EC and 2004/104/EC

I/O 2 × 10/100/1000 Base-T Ethernet ports  |  2/4 x ALPR camera inputs

Dimensions 12.6 × 8.6 × 4.72 inches (32 × 22 × 12 cm)

Processor 1/2 Intel® Atom™ Processor N2600. Up to 4 ALPR cameras (XGA or VGA) per processing unit 

Power supply 12/24 VDC @ 60 W typical (76W for 4 cameras on X2S and 61W for 4 cameras on X1S)

Temperature -40°F to 150°F (-40°C to 65°C) operating  |  -40°F to 185°F (-40°C to 85°C) storage  |  IEC 60068-2-1 Category Ad 
IEC 60068-2-2 Category Bd  |  IEC 60068-2-14 Category Na  |  Includes hi-temp auto shutoff protection

Weight 9.4 lbs (4.2 kg) (X1S)  |  10.6 lbs (4.8 kg) (X2S)

Vibration MIL-STD-810G Method 514.6C, Cat 4

Shock resistance IEC 60068-2-27 Test Ea  |  IEC 60068-2-31 Test Ec, Procedure 1

Electromagnetic immunity  
& emissions

FCC part 15 Subpart B  |  ICES-003 Issue 4  |  CISPR22 / EN55022+AC2011  |  CISPR 24 / EN 55024

EMC Directive (CE Marking) 2004/108/EC  |  2004/104/EC

Genetec

2280 Alfred-Nobel Blvd., Suite 400, 
Montreal, QC, Canada  H4S 2A4

T 514.332.4000 
F 514.332.1692

genetec.com 
info@genetec.com

© 2015 Genetec. All rights reserved. AutoVu, the AutoVu logo, Synergis, Omnicast, Genetec, and 
the Genetec logo are either registered trademarks or trademarks of Genetec. All other trademarks 
contained herein are the property of their respective owners.
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REPORT SAMPLES  
 

The following pages are some examples of reports printed using TickeTrak.    
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A complete parking solution as unique as your
problems 

FLEXIBLE
INTEGRATIONS

REAL-TIME DATA
EVERYWHERE

IN-HOUSE SERVICE
& REPAIR

Our integration services
empower you to work more

efficiently with multiple
vendor solutions through

one interface.

Access the latest scofflaw,
permit and ticket 

information with instant
data transfers.

We are an in-house
manufacturer-authorized repair
specialist. Our fast turnaround
time keeps your equipment in

the field.

GET IN TOUCH
(800) 285 - 3833 | www.cardinaltracking.com

1825 Lakeway Drive Suite 100
Lewisville, TX 75057

Cardinal understands your need for a parking solution that is flexible to meet your unique
environment.  We help you work smarter and more efficiently.

We are committed to supporting our customers to
ensure they can succeed when they are out serving
their own communities.

PARKING 
MANAGEMENT SOLUTIONS

SOLUTIONS NOW AVAILABLE FOR:



Standard Features
Management

Permit
Reserve lot
Ticket issuance
Vehicle

Utility

Holds/Encumbrance
Import/Export
Mobile device
communications
Reporting tools
Scofflaw
User-defined fields

Financial

Appeals
Late fees
Permit renewal/billing
Point of sale
Statements/Notices

Customized Options

Integration

Central cashiering
License plate
recognition (LPR)
Pay-by-phone
Permit fulfillment
University financial
systems

Function

Admin dashboards
Global search
Nationwide DMV search
Real-time wireless
enforcement

Online

Appeals
Ticket payments
Online portals
Permit registration

HAVE MORE QUESTIONS? LET'S GET IN TOUCH!
Visit us online:

www.cardinaltracking.com
Call to schedule a demo:

 (800) 285 - 3833 

SOLUTIONS NOW AVAILABLE FOR:

INNOVATE | AUTOMATE | SUCCEED



Handhelds and integrations to meet every need

GET IN TOUCH
(800) 285 - 3833 | www.cardinaltracking.com

1825 Lakeway Drive Suite 100
Lewisville, TX 75057

Cardinal Tracking’s TickeTrak Mobile solution offers enforcement personnel instant
communication to the office while out in the field.  Parking tickets are available for payment within
seconds of issuance.  Scofflaw and permit data are sent to the handheld whenever changes are
made.  Our integration services empower you to work more efficiently with multiple vendor
solutions through one interface. This powerful, easy-to-use system helps manage all aspects of
your parking operations on one platform to provide immediate access to critical information.

We are committed to supporting our customers to
ensure they can succeed when they are out serving
their own communities.

MOBILE PARKING 
MANAGEMENT SOLUTIONS

SOLUTIONS NOW AVAILABLE FOR:

Zebra MC67
Rugged

Honeywell
Dolphin 70e

Two Technologies
N5 - Integrated Printer

Zebra ZQ510
Mobile Printer



Standard Features
Management

Permit
Reserve lot
Ticket issuance
Vehicle

Utility

Holds/Encumbrance
Import/Export
Mobile device
communications
Reporting tools
Scofflaw
User-defined fields

Financial

Appeals
Late fees
Permit renewal/billing
Point of sale
Statements/Notices

Customized Options

Integration

Central cashiering
License plate
recognition (LPR)
Pay-by-phone
Permit fulfillment
University financial
systems

Function

Admin dashboards
Global search
Nationwide DMV search
Real-time wireless
enforcement

Online

Appeals
Ticket payments
Online portals
Permit registration

HAVE MORE QUESTIONS? LET'S GET IN TOUCH!
Visit us online:

www.cardinaltracking.com
Call to schedule a demo:

 (800) 285 - 3833 

SOLUTIONS NOW AVAILABLE FOR:

INNOVATE | AUTOMATE | SUCCEED




